
Ensim® WEBppliance™ 3.0.1 for Windows® Patch Release Notes 1

Ensim® WEBppliance™ 3.0.1 for Windows® 
Patch Release Notes
August 12, 2002

Ensim® WEBppliance™ 3.0.1 for Windows® is a patch release for 
WEBppliance 3.0 for Windows, incorporating new features, and addressing 
security issues and customer feedback. 

These release notes cover new product features, system requirements, known 
issues, and resolved issues of Ensim WEBppliance 3.0.1 for Windows.

This document contains the following sections.

• New features

• Product compatibility

• System requirements

• Before you begin

• Installing the patch

• Un-installing the patch

• Known Issues

• Resolved issues

• Contacting Ensim Support

Important: Ensim WEBppliance 3.0.1 for Windows requires the prior 
installation of WEBppliance 3.0 for Windows. Before you apply 
the patch, verify that you have WEBppliance 3.0 for Windows 
installed on your server.
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New features
This patch release includes the following new features.

• .NET framework pre-installed

WEBppliance 3.0.1 installs the framework (version 1.0.3705) necessary to run 
.NET applications; however, this is disabled by default. For more information 
about enabling and using .NET with WEBppliance, see the guide 
WEBppliance 3.0 for Windows .NET Guide

• Virtual Directory creation through the GUI

You can create virtual directories using the Site Administrator GUI.

• OpenSSH service

The OpenSSH 2.5.2 service is installed and needs to be always running on the 
WEBppliance server.

• Skins

Starting with WEBppliance 3.0.1, skins can be used to change the appearance 
of the WEBppliance GUI. For more information, see the guide 
Applying Skins to WEBppliance 3.0 for Windows.

Product compatibility
This patch requires that WEBppliance 3.0 for Windows be installed and running 
on the server where the patch is to be applied.

System requirements
A Windows 2000 server, with the Windows 2000 Server or Windows 2000 
Advanced Server operating system, and WEBppliance 3.0 for Windows installed.
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Before you begin
Ensure that there is no version of OpenSSH installed and running on the 
WEBppliance server. The patch installs version 2.5.2 of OpenSSH.

Installing the patch
The patch is provided in the form of a exe file (wwpupgrade.exe) that installs the 
required files. The time required to install the patch is approximately 20 to 30 
minutes. After obtaining the patch from Ensim, follow these steps to install it.

1 Connect to the WEBppliance 3.0 server using the console or through terminal 
services and log on as Administrator.

2 Run the file wwpupgrade.exe, either from Windows Explorer or through the 
command prompt.

The patch installs the required files and restarts the server at the end of 
installation.

Un-installing the patch
Un-installation of the patch is not supported.

Known Issues
This section describes the known issues of WEBppliance 3.0.1 for Windows. The 
numbers in parentheses refer to the Ensim Problem Report (PR).

• The Urchin® license page URL on the License Manager page in the Appliance 
Administrator interface is not valid. For more information about purchasing a 
license for Urchin, visit http://www.urchin.com. (17830)

http://www.urchin.com
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Resolved issues
This section describes the resolved issues of WEBppliance 3.0.1 for Windows. 
The numbers in parentheses refer to the Ensim Problem Report (PR).

• Whenever a site exceeds its disk quota, an email notification is sent to the Site 
Administrator, in addition to the Appliance and Reseller Administrator. The 
contents of this notification can be customized by the Appliance or Reseller 
Administrator. (15101)

• The license works fine even if the system date is changed back and then 
reverted to the current date. (15365)

• The MySQL icon in the GUI is not displayed if ODBC is disabled. (16720)

• The search function allows sites to have names in upper case. (16995)

• Subweb creation is allowed using Microsoft FrontPage®. (17512)

• Authentication is not required to submit FrontPage forms and hit counters 
from the browser. (17543)

• Autoresponder for a user is automatically updated after deleting and 
re-creating the user. (17583)

• Variables in the email notification sent to the reseller are substituted correctly. 
(17718)

• The .htr mapping in IIS 5.0 is disabled by default to protect against the .htr 
heap overflow exploit. For more details about the hotfix provided by Microsoft 
visit http://www.microsoft.com/technet/security/bulletin/MS02-018.asp. 
(16537)

• Sites having the prefix www in their names (for example, www.domain.com) 
are allowed to add email users. (17206)

• Open relay for MailMax is turned off by default. (17212)

• The mail queue is flushed immediately after sending notifications. (16105)

• Urchin reports work even if the data drive is other than c:. (16917)

• The default site page for new sites does not have references to Ensim. (17188)

• Specifying a mail domain while adding a MX record and an alias while adding 
a CNAME record is optional. (17220)

http://www.microsoft.com/technet/security/bulletin/MS02-018.asp
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• A security certificate request is correctly generated from the Appliance 
Administrator GUI. (17214)

• Email notification sent when a reseller is created contains the proper email 
addresses in the ‘from’ and ‘to’ fields. (16996)

• Site editing is allowed when a site is published using Microsoft FrontPage. 
(17358)

• Disabling the network bandwidth does not degrade the Web site performance. 
(17450)

• The WEBppliance GUI displays the correct version and build number. 
(17469)

• License activation is allowed on the day of installation. (17153)

• Comma is allowed in the license information. (17123)

• Custom scripts are allowed to be executed, and a compressed file is allowed to 
be uncompressed in the domain file system, during site creation. (15030)

• Bandwidth value validation is done during creation of a Service Plan or a site. 
This eliminates site creation failure due to incorrect bandwidth values. (17152)

• Custom images inserted at the bottom of the left navigation bar of the 
WEBppliance interface are displayed properly. (17527)

• ODBC DSNs of one site cannot be viewed by other sites. (17594)
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Ensim Corporation
1366 Borregas Avenue
Sunnyvale, CA 94089
(408) 745-3300
www.ensim.com

© 1999–2002 Ensim Corporation. All rights reserved. Ensim 
is a trademark. All other trademarks are the property of their 
respective owners. Product information is subject to change 
without notice.

Contacting Ensim Support
To take advantage of Ensim's support tools or to find technical information 
quickly, visit the Ensim support page at http://support.ensim.com.

To obtain the latest product documentation or to contact Ensim support, visit the 
Ensim product support page at http://www.ensim.com/support/wwp/index.html.

If you need additional online support, or if you would like to provide feedback 
about Ensim documentation, please enter a CaseConnect ticket at 
https://onlinesupport.ensim.com.

http://support.ensim.com
http://www.ensim.com/support/wwp/index.html
https://onlinesupport.ensim.com
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